[image: image1.jpg];@m& Alameda County
st SUSTAINABILITY

Locel Action Gishel Mnosct



[image: image2.png]


WILLIE A. HOPKINS, JR., Director

[image: image3.png]



[image: image4.wmf]County of Alameda, General Services Agency – Purchasing

RFP No. 900977, Addendum No. 2

COUNTY OF ALAMEDA

QUESTIONS & ANSWERS
to

RFP No. 901770
for

Application Delivery Controller/Web Application Firewall
Summary of Q&A Submitted

Networking/Bidders Conferences held on March 27, 2019
	This County of Alameda, General Services Agency (GSA), RFP Addendum has been electronically issued to potential bidders via e-mail.  E-mail addresses used are those in the County’s Small Local Emerging Business (SLEB) Vendor Database or from other sources.  If you have registered or are certified as a SLEB, please ensure that the complete and accurate e-mail address is noted and kept updated in the SLEB Vendor Database.  This RFP Addendum will also be posted on the GSA Contracting Opportunities website located at http://www.acgov.org/gsa/purchasing/bid_content/ContractOpportunities.jsp.


Alameda County is committed to reducing environmental impacts across our entire supply chain. 

If printing this document, please print only what you need, print double-sided, and use recycled-content paper.

Q1) Page 4 of the RFP, Item B. (SCOPE) states:

This project cover replacement of four F5 Big IP devices.  Two devices handle incoming external traffic, and two devices handle internal traffic.  These devices also function as Web Application Firewalls (WAF).  Alameda County Information Technology Department (ITD) would like to migrate their existing configurations to the new devices.  ITD would also like that these devices come with three years of support.
How much traffic (in GB/month) is delivered with these sites/applications?

A1) The County estimates that on average about six megabytes per second are being delivered outbound during the day.  The County receives about one fourth of that inbound.  At night, these numbers fall to less than half, but during peak periods, they can climb much higher.

Q2) Page 4 of the RFP, Item D. (BIDDER QUALIFICATIONS), Item 1.b. states:

Bidder shall possess all permits, licenses and professional credentials necessary to supply product and perform services as specified under this RFP.

Can the County clarify what the County is requiring Bidders to submit for this qualification?
A2) Bidders are required to submit a copy of their business licenses and any certifications that they are qualified to perform the contract.
Q3) Page 6 of the RFP, Item E. (SPECIFIC REQUIREMENTS), Item 8.g.(2), states:

Ability to specify a string that marks a server as down.

Can the County provide an example of an expected string?
A3) Yes.  The first example would be a web server may be trying to reach a database, and if it fails, it could show a page saying “failure”.  The device will look for that string and mark a server down if it sees “failure”, even though the monitor is getting a status 200.  Another example would be if someone may be working on a server and put up a page that says “maintenance”.  If the monitor sees that string, it could mark the server as down.
Q4) Page 7 of the RFP, Item E. (SPECIFIC REQUIREMENTS), Item 19 states:

Can manage VMware horizon view connections.
What sort of management is expected from the Web Application Firewall (WAF)?  Can the County provide examples?
A4) This is not a specific WAF feature.  Currently, the County has a template that is designed to manage VMware horizon view connections.  It asks a number of questions, and based on the input, creates the traffic management objects that connect a user to the VMware servers.  The County needs to be able to utilize these devices so that VMware view clients can access their desktops and applications. 
Q5) Page 7 of the RFP, Item E. (SPECIFIC REQUIREMENTS), Item 20 states:

Can manage Citrix connections.
What sort of management is expected from the WAF?  Can the County provide examples?

A5) This is not a WAF feature.  The County uses a template to create these so they do not have to be done manually.  While this is preferred, it is not mandatory, as long as the County can support those connections.  If the County would have to use a different method than which the County currently uses, then the County would need training or services to configure it.
Q6) Page 8 of the RFP, Item E. (SPECIFIC REQUIREMENTS), Item 30.a. states:

Ability to support more than one OS version at a time for rollback purposes.

Is the County requesting for an older Operating System (OS) partition or simultaneous OS support?
A6) The County would like to be able to roll back to a concurrently installed, but inactive OS if there are issues.  The County does not want to have to install a new OS over the existing active one.
Q7) Page 9 of the RFP, Item E. (SPECIFIC REQUIREMENTS), Item 36.c states:

Non-Java GUI.

Would an exception to this requirement be an automatic disqualifier?

A7) No.  An exception to this requirement would not be an automatic disqualifier.  If bidders have any exceptions or clarifications to the RFP, please make sure to list those on page 18 of the Exhibit A – Bid Response Packet.  However, the County is under no obligation to accept any exceptions and clarifications.  Any such exceptions and clarifications may be a basis for a bid disqualification. 
Q8) How is the County making a selection for this award?  Is it mostly based on price?
A8) No.  Please refer to pages 14-18 of the RFP, Section III. (COUNTY PROCEDURES, TERMS, AND CONDITIONS), Item G. (EVALUATION CRITERIA / SELECTION COMMITTEE).
Q9) Are the representatives present at the Bidder’s Conference responsible for the final selection?
A9) No.  Please refer to page 14 of the RFP, Section III. (COUNTY PROCEDURES, TERMS, AND CONDITIONS), Item G. (EVALUATION CRITERIA / SELECTION COMMITTEE):
All proposals that pass the initial Evaluation Criteria which are determined on a pass/fail basis (Completeness of Response and Debarment and Suspension) will be evaluated by a County Selection Committee (CSC).  The County Selection Committee may be composed of County staff and other parties that may have expertise or experience in providing application delivery controller/web application firewall services.  The CSC will score and recommend a Contractor in accordance with the evaluation criteria set forth in this RFP.  Other than the initial pass/fail Evaluation Criteria, the evaluation of the proposals shall be within the sole judgment and discretion of the CSC.
Q10) Is the County considering a cloud-based solution?

A10) No.  The County is not currently considering a cloud-based solution. 
Q11) What preference is given to a bidder with an appliance-based solution versus a bidder with a cloud-based solution?
A11) There is no preference given to a bidder with an appliance-based solution versus a bidder with a cloud-based solution.  The County is not considering a cloud-based solution.  
Q12) Would the County be open to do a cost comparison for a cloud-based solution?

A12) No.  The County is not open to do a cost comparison for a cloud-based solution.  The County is not considering a cloud-based solution.
Q13) Would the County consider solutions that are on-hardware based, on-premises solutions?
A13) Yes.  The County would consider solutions that are on-hardware based, on-premises solutions.  This is what the County currently has now. 
Q14) Would the County consider different solutions for internal user/application and external users?
A14) No.  The County would not consider different solutions for internal user/application and external users.  The County would consider different devices, but not different solutions. 
Q15) How would the cloud-based solution be formatted in the bid form?
A15) The County is not asking for a cloud-based solution.  Please review pages 5-12, Section E. (SPECIFIC REQUIREMENTS) of the RFP. 
Q16) Are there any plans to move these sites to a cloud provider?

A16) There are no plans to move these sites to a cloud provider during the term of this contract.

Q17) Is the existing hardware at the end-of-life?

A17) No.  The existing hardware is not at the end-of-life.  
Q18) Is there any other preferred hardware vendor that the County would prefer for this RFP?
A18) No.  There is no preferred hardware vendor that the County would prefer for this RFP.
Q19) Is there any vendor that is prohibited from bidding on this RFP?
A19) No.  All vendors are permitted to bid on this RFP.  Bidders should meet the bidder qualifications per page 4 of the RFP.
Q20) What is the estimated cost of the Application Delivery Controller/Web Application Firewall project?
A20) There is no estimated cost for the Application Delivery Controller/Web Application Firewall project.
Q21) Has the County allocated funding for the Application Delivery Controller/Web Application Firewall yet?  If so, through which source (budget, capital improvement plan, state/federal grant etc.)?
A21) This project will be funded through Alameda County local funding.
Q22) How is the County currently meeting this need?  Which vendor provides the incumbent Application Delivery Controller/Web Application Firewall?
A22) The County currently contracts these services out.  F5 Networks is the incumbent for Application Delivery Controller/Web Application Firewall.
Q23) Who is the technical contact and/or project manager for the Application Delivery Controller/Web Application Firewall project?

A23) A dedicated project manager from the County’s Information Technology Department will be assigned once the contract is established.
 VENDOR LIST


RFP No. 901770 Application Delivery Controller/Web Application Firewall

Below is the Vendor Bid List for this project consisting of vendors who have been issued a copy of this Q&A.  This Vendor Bid List is being provided for informational purposes to assist bidders in making contact with other businesses as needed to develop local small and emerging business subcontracting relationships to meet the requirements of the Small Local Emerging Business (SLEB) Program: http://www.acgov.org/gsa/departments/purchasing/policy/slebpref.htm. 

	RFP No. 901770 Application Delivery Controller/ Web Application Firewall

	Business Name
	Name
	Phone
	Address
	City
	ST.
	Email

	AT&T Business
	Liliya Dubel
	925-212-5275
	5001 Executive Parkway
	San Ramon
	CA
	lo069q@att.com

	AT&T Business
	Lori Kingshot
	
	
	
	
	lk1358@att.com

	Century Link
	Raul Zuniga
	415-412-2936
	1340 Treat Blvd. Suite 100
	Walnut Creek
	CA
	raul.zuniga@centurylink.com

	Citrix
	Tom Gallaher
	916-799-7887
	
	
	
	tom.gallagher@citrix.com

	CJIS Group
	Anna Burrell
	850-926-9800 x215
	124 Marriot Drive, Suite 201
	Tallahassee
	FL
	ABurrell@cjisgroup.com

	Dell
	Vincent Galbreath
	
	
	
	
	vincent.galbreath@dell.com

	Dimension Data
	Amber Beatty
	
	
	
	
	 Amber.Beatty@dimensiondata.com 

	F5 Networks
	Chris Gshwend
	
	
	
	
	C.Gschwend@f5.com


1401 Lakeside Drive, Suite 907 ( Oakland, CA 94612
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