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RFP No. 900977, Addendum No. 2

COUNTY OF ALAMEDA

Questions & Answers
to

RFP No. 901847

for

Endpoint Detection and Response Solution
Summary of Q&A Submitted

Networking/Bidders Conference Held on September 30, 2019
	This County of Alameda, General Services Agency (GSA), Questions & Answers (Q&A) Document has been electronically issued to potential bidders via e-mail.  E-mail addresses used are those in the County’s Small Local Emerging Business (SLEB) Vendor Database or from other sources.  If you have registered or are certified as a SLEB, please ensure that the complete and accurate e-mail address is noted and kept updated in the SLEB Vendor Database.  This Q&A Document will also be posted on the GSA Contracting Opportunities website located at http://acgov.org/gsa_app/gsa/purchasing/bid_content/contractopportunities.jsp.


Alameda County is committed to reducing environmental impacts across our entire supply chain. 

If printing this document, please print only what you need, print double-sided, and use recycled-content paper.

Responses to Questions from the Bidders Conference and Written Questions

Q1) Are companies located outside of United States of America qualified to bid for this RFP?
A1) Yes, companies from outside the United States of America can bid on this RFP as long as they meet all the requirements of the RFP. 

Q2) Can the services requested under this RFP be performed from outside of United States of America; for instance, India or Canada?
A2) No.
Q3) Can bid responses be submitted by email? 
A3) No. Per Page 25 of the RFP, Section U. (SUBMITTAL OF BIDS), item 1 & 3. of the RFP: 

1. All bids must be completed and successfully uploaded through Alameda County EZSourcing Supplier Portal BY 2:00 p.m. on the due date specified in the Calendar of Events.  Technical difficulties in downloading/submitting documents through the Alameda County EZSourcing Supplier Portal shall not extend the due date and time.

3. No email (electronic) or facsimile bids will be considered.
Q4) Please describe the request for references; is this intended for the services, product, or just the Prime Contractor?

A4) Please refer to Instructions on Exhibit A- Bid Response Packet (REFERENCES).  Bidders are to provide a list of five references.  References must be satisfactory as deemed solely by County.  Services or goods provided by Bidder to the references should have similar scope, volume and requirements to those outlined in the RFP specifications, terms and conditions.
Q5) Can the references be generic without the actual customer information? Bidders will list industries, size, and type of service that is similar to this proposal.
A5) No. 
Q6) In lieu of resumes, can we provide links to LinkedIn or other Social Media links?
A6) Online or social media links are not acceptable. Bidders should submit resumes as part of Exhibit A – Bid Response Packet. 

Q7) Please clarify whom from the bidder’s team should provide the qualification/resumes?  For instance, sales, services etc.?

A7) Bidder should provide qualification/resumes for the implementation project team, including engineers and analysts working on the project implementation team.
Q8) Will the County accept bids submitted in bidders’ response template including bidders’ fonts, logos, etc.?

A8) Please refer to Exhibit A BID RESPONSE PACKET of the RFP:
Bidders shall not modify the Bid Response Packet or any other County-provided document unless instructed to do so.  Modifications bidders are instructed to make include:

On the cover page of the Bid Response Packet, Bidders must replace the information in BLUE font (name of bidder organization, primary contact name, etc.).

Q9) Strategic Sourcing Event Details:  The Endpoint Detection and Response Solution attachment includes a signature, please advise if this needs to be signed and included in our response.
A9) The Strategic Sourcing Event Details email serves only as a notification. No signature on this page is required as part of the Exhibit A - Bid Response Packet.
Q10) Will awarded bidder be required to show up in person for meetings with the client department?
A10) Yes.
Q11) How many endpoint servers (PC) are on the premise that the County requires to run anti-virus? 
A11) Please refer to the Bid Form, Option A and Option B, for this information.
For 2,800 Endpoints (2,000 users, 800 servers)

For 10,000 Endpoints (9,200 users, 800 servers)
Q12) How many servers are cloud based?

A12) Currently, there are no cloud-based servers. Bidders have the option to propose a cloud based solution per Option B of the bid form and include a migration strategy of servers into the cloud under page 9 of Exhibit A – Bid Response Packet (Description of Proposed Services). 
Q13) What are the Operating Systems (OS) versions?

A13) The OS versions include Windows 7, Windows 8.1, Windows 10, Windows Server 2008 and up, Linux, and Mac OS.
Q14) How many datacenters and offices require service?

A14) The RFP specification requirements are based on endpoints, not locations. The County has numerous office locations.
Q15) Is Cloud SaaS included in the scope of work? If so, what are the requirements?
A15) Please refer to pages 6 - 7 of the RFP, Section E (SPECIFIC REQUIREMENTS), Item 2. (General Requirements).
Q16) For Management Platform, does the County have an existing Oracle infrastructure to support enterprise DLP Data Base (DB) requirements?

A16) The County supports one Oracle database.
Q17) Is Disaster Recovery (DR) included in the scope, what would be the Service Level Agreement Tier and RTO/RPO requirements?
A17) DR is not included in the scope.
Q18) Is a Quality assurance or lab required to provide testing?
A18) Yes.
Q19) What Edge Protection Firewall does the County currently have?

A19) The County currently has Palo Alto Networks.
Q20) Is there a preference on an “On Premise” solution or “Cloud Based” Endpoint Detection and Response (EDR) solution?

A20) The County is looking for the best solutions that will meet the RFP requirements. 
Q21) On page 9 of the EXHIBIT A BID RESPONSE PACKET:
The Description of Proposed Service shall describe the overall services.  The Bidder must address how they will meet or exceed each requirement listed in Section E (Requirements) and Section F (Deliverables/Reports).
Should Section E and F have a response AND be attached inside of this section to satisfy this part of the bid response?
A21) The County does not dictate how bidders may respond to this requirement as long as the requested information is addressed and included in the bidders’ bid response packet.
Q22) On page 11 of the EXHIBIT A BID RESPONSE PACKET (IMPLEMENTATION PLAN AND SCHEDULE):
Does the county expect a turnkey service, by which once trained, the County will take over the alerts and analysis?
A22) The County prefers a solution with limited need for intervention. Automation is important. 
Q23) Does the County wish to include a proposal for monitoring the EDR solution? For example: Threat alerts, Reporting, Triage, Analysis, and Forensics, etc.
A23) Managed services is not part of the RFP requirements. The County will accept proposals for these services and the related costs for informational purposes only. This information will not be used as part of this bid evaluation.

Q24) Does the County wish to include a proposal for maintaining the EDR solution? For example: Upgrades for system/clients, Policy tuning, Device/software white, listing/black listing, and automated response tuning and the like.
A24) Managed services is not part of the RFP requirements. The County will accept proposals for these services and the related costs for informational purposes only. This information will not be used as part of this bid evaluation.

Q25) Under Section E (SPECIFIC REQUIREMENTS), Subsection 2. (General Requirements), Item b.

Provide a centralized software distribution process for updates or integrate with existing distribution solutions;
Could the County expand on what distribution mechanism and enterprise management software it currently uses which requires integration? 
A25) The County currently leverages Microsoft SCCM and Microsoft Intune, which would need to be supported to deliver the agent for the endpoints.
Q26) Would there be value in a cloud delivered solution?

A26) Yes.
Q27) Under Section E (SPECIFIC REQUIREMENTS), Subsection 2. (General Requirements), Item e.

Support a tiered management structure with multi-tenancy options for sub-allocated management teams (Agencies) and support a role-based access controls and delegated access options;
How many agencies will be managing the solution?
A27) The number of agencies is not set and may fluctuate. Bidders should base proposed solution on 20 agencies.
Q28) Under Section E (SPECIFIC REQUIREMENTS), Subsection 2. (General Requirements), Item j. 
Utilize no more than 50MB of memory;
Is this requirement for the solution at idle, or is this also a requirement for a system under attack?

A28) This requirement is for solution at idle.
Q29) Page 7 of the RFP, Section E (SPECIFIC REQUIREMENTS), Subsection 2. (General Requirements), Item n states: 
Provide on premise and/or off premise device protection for nontraditional endpoints such as Internet of Things (IoT) and mobile devices;
Does the selected endpoint solution need to support IOT devices or can this be achieved through a network solution?
A29) The proposed solution should provide support for IOT devices.
Q30) Under Section E (SPECIFIC REQUIREMENTS), Subsection 2. (General Requirements), Item q. 
Provide virtual asset tagging;
What virtual asset tag details are required for the ideal solution?
A30) Virtual asset tag details include Machine name and Machine IP.
Q31) Under Section E (SPECIFIC REQUIREMENTS), Subsection 2. (General Requirements), Item t. 
Ingest Indicators of Compromise (IOC) from third-party sources automatically;
Does the solution require the ability to do pre-built and custom BOIC’s (Behavioral Indicators of compromise) in addition to IOC’s?
A31) Yes.
Q32) Under Section E (SPECIFIC REQUIREMENTS), Subsection 2. (General Requirements), Item u. 
Identify what additional major functionality comes out of the box, including but not limited to; 


(2) Data Loss Prevention (DLP)
What elements of DLP are important for the selected solution?

A32) DLP is not a requirement under this RFP. The County will accept proposals for these services and the related costs for informational purposes only. This information will not be used as part of this bid evaluation.
Q33) Under Section E (SPECIFIC REQUIREMENTS), Subsection 2. (General Requirements), Item u. 
Identify what additional major functionality comes out of the box, including but not limited to; 
(5) Uniform Resource Locator (URL) filtering
Can this be done with the conjunction of a network device?
A33) The proposed solution should provide URL filtering, but the County will consider alternate solutions to address this requirement. Alternate solutions to URL filtering should be clarified under page 17 of Exhibit A – Bid Response Packet (Exceptions and Clarifications).
The County is under no obligation to accept any exceptions and clarifications and such exceptions and clarifications may be a basis for bid disqualification.
Q34) Under Section E (SPECIFIC REQUIREMENTS), Subsection 2. (General Requirements), Item w. 
Offer a high level of performance and efficiency with Hypervisor (VDI).

 
Does the county use persistent or non-persistent VDI?
A34) The County uses both.
Q35) Under Section E (SPECIFIC REQUIREMENTS), Subsection 5. (Forensics), Item c. 
Continuously record events on the endpoints and provide appropriate means of storage for later retrieval and forensics investigation;


Can the proposed solution leverage cloud logging/recording for storage, retrieval and later forensics?
A35) Yes.
Q36) Data Loss Prevention (DPL)-related question: for Network Monitor(s), does the County require passive network TAP or Packet Broker and be local to AWS, OCI, and any other in scope data centers monitoring egress points on the network?
A36) DLP is not a requirement under this RFP. DLP strategy is not defined in this RFP.
Q37) DPL-related question: for E-Mail Protection, does County require a solution that acts either as inline SMTP proxy, or in reflection mode? Cloud options that also include E-mail security and encryption are available. 
A37) DLP is not a requirement under this RFP. DLP strategy is not defined in this RFP.
Q38) DPL-related question: Web Visibility and protection – leverage ICAP to talk with an http(s) proxy infrastructure – what proxies, if any, does County currently employ?
A38) DLP is not a requirement under this RFP. DLP strategy is not defined in this RFP.
Q39) DPL-related question: Network Discover – CIFS and NFS crawler including sharepoint, databases, and others to protect data at rest. How much data at rest is in scope?
A39) DLP is not a requirement under this RFP. DLP strategy is not defined in this RFP.
Q40) DPL-related question: Cloud Access Security Brokers (CASB) – if SAS is in scope, we can federate our policies to those sanctioned apps for DLP in SAS (Think 0365, Google Docs, Salesforce, Service Now, etc.).
A40) DLP is not a requirement under this RFP. DLP strategy is not defined in this RFP.
Q41) DPL-related question: Packet Brokers and SSL Decryption – Placement of Network Monitor and insertion points available into traffic. Particularly if a proxy is not available. Does the County have SSL decryption and offload capabilities?
A41) DLP is not a requirement under this RFP. DLP strategy is not defined in this RFP.
Q42) DPL-related question: Management and upkeep – Where does the County prefer DLP to be; for example, hosted, on premise, or managed, etc.
A42) DLP is not a requirement under this RFP. DLP strategy is not defined in this RFP.
Q43) DPL-related question: Data Classification and Categorization – The ability to classify data at the time of creation and retroactively and proactively is a process that will help DLP and support good information governance overall. Is this included in the scope?
A43) DLP is not a requirement under this RFP. DLP strategy is not defined in this RFP.
Q44) DPL-related question: Policy maturity and incident handling – The incident handling workflow is critical when leveraged to close loop back to the policies in such a way that enables them to be refined and matured. Does the County require FTE’s to manage incidents as well as technology?
A44) DLP is not a requirement under this RFP. DLP strategy is not defined in this RFP.
Q45) DLP as a risk reduction program not only a technology - Successful organizations have executive level sponsorship, business owner involvement, employee training, and a prioritized approach front and center as part of DLP program. Does the County understand and need the business onboarding of a program or just a technology purchase with quick start education?

A45) DLP is not a requirement under this RFP. DLP strategy is not defined in this RFP.
EXHIBIT B
VENDOR BID LIST

RFP No. 901847 ENDPOINT DETECTION AND RESPONSE SOLUTION

Below is the Vendor Bid List for this project consisting of vendors who have been issued a copy of this RFP.  This Vendor Bid List is being provided for informational purposes to assist bidders in making contact with other businesses as needed to develop local small and emerging business subcontracting relationships to meet the requirements of the Small Local Emerging Business (SLEB) Program: http://www.acgov.org/gsa/departments/purchasing/policy/slebpref.htm. 

	RFP No. 901847 Endpoint Detection and Response Solution

	Business Name
	Name
	Phone
	Email

	  Abjayon Inc
	Neeraj Datta
	( 510 ) 824-3260
	neeraj@abjayon.com

	  Accela Inc.
	Julian Munoz
	( 925 ) 560-6577
	rfp@accela.com

	  Aeko Consulting
	Gboyega Aladegbami
	( 510 ) 763-2356
	gboyega@aeko.com

	  Ampliosys Inc
	Archana Shyam
	( 510 ) 371-0547
	archanaa@ampliosys.com

	  Calyps Software Inc
	Sandy Singh
	( 925 ) 719-2883
	sandy@calypso.us.com

	  Cambridge Systematics, Inc.
	Wendy Williamson
	( 510 ) 873-8700
	wwilliamson@camsys.com

	  Cameo Global, Inc.
	Ivy Xin
	( 925 ) 479-7800
	ixin@cameoglobal.com

	  Central Computer Systems
	Chester Yeung
	( 510 ) 793-5555
	chester@centralcomputer.com

	  Central Computers Of East Bay, Inc.
	Craig Yeung
	( 925 ) 484-5888
	ebcorp@centralcomputer.com

	  Cica Holdings Corporation
	Hugues Durand
	( 415 ) 812-0441
	huguesl@veloxtechnology.com

	  Citygovapp, Inc.
	Chaudhry Haseeb
	( 510 ) 206-9557
	hchaudhry@citygovapp.com

	  Coalesce Vdc Solutions
	Bola Ariwoola
	( 510 ) 690-4640
	bola@coalescevdc.com

	  Commerce Solutions, Inc.
	Peter W. Ling
	( 415 ) 398-2424
	cbertini@commercesolutions.com

	  Convergint Technologies
	Brian Lipscomb
	( 714 ) 546-2780
	brian.lipcomb@convergint.com

	  Cornerstone Technologies
	Eugene Alfaro
	( 408 ) 583-1600
	ealfaro@cornerstonetechnologies.com

	  Crime-Iq
	Adrienne Elenteny
	( 510 ) 629-0649
	adrienne@crime-iq.com

	  Cross Ocean Technologies, Inc.
	John Short
	( 510 ) 214-3588
	jshort@cot-inc.com

	Cyberspace Technologies International
	Tony De Venuta
	( 925 ) 284-5882
	tony@cyberteck.net

	  Dataconnect Solutions, Inc.
	Michelle Fana
	( 510 ) 783-1212
	mfana@dataconnect.com

	  Denali Data Systems
	Stacey Blaney
	( 925 ) 462-5011
	stacey@denalidatasystems.com

	  Devine Consulting Inc
	Jeffrey Devine
	( 510 ) 713-8800
	jeffd@devineco.com

	  Devlabs Llc
	Ruben Hernandez
	( 510 ) 845-8267
	ruben@devla.bs

	  Dew Software, Inc.
	Suresh Deopura
	( 510 ) 490-9995
	gsa@dewsoftware.com

	  Dimension Data North America, Inc
	Kaylie Webster
	( 925 ) 226-8378
	kaylie.webster@dimensiondata.com

	  Donald J Hess & Assoc
	Donald Hess
	( 510 ) 530-8312
	dhess@djhnet.com

	  Drishticon, Inc.
	Manoj Vidyarthi
	( 510 ) 896-8294
	mvidyarthi@drishticon.com

	  Dundes Consulting Group
	Karen Dundes
	( 510 ) 841-4788
	karen@dundesconsulting.com

	  Dynamic Network Factory, Inc.
	Macy Tafreshian
	( 510 ) 265-0608
	elizabeth.grant@dnfstorage.com

	  E-Base Technologies, Inc.
	Sunita Karki
	( 510 ) 790-2547
	sunita@ebasetek.com

	  Edubrite Systems, Inc.
	Ajay Upadhyaya
	( 510 ) 290-4867
	aupadhyaya@edubrite.com

	  Emanio, Inc.
	Julie Bell
	( 510 ) 849-9300
	julie@emanio.com

	  Enclarus, Inc
	Meenalosini Lapatti
	( 415 ) 683-1004
	finance@enclarus.com

	  Experexchange, Inc.
	Carole Sarmento
	( 510 ) 623-7071
	carole@experexchange.com

	  F1 Global Systems Inc
	Vikram Reddy
	( 703 ) 314-8483
	smaddila@f1gsi.com

	  Famsoft Corporation
	Fareeha Sultan
	( 510 ) 683-3940
	fareeha.sultan@famsoft.com

	  Fortech Solutions
	Fortin Kathryn
	( 510 ) 825-3580
	kfortin@fortech.net

	  Frontrange Solutions Usa Inc.
	Jeff Champagne
	( 800 ) 776-7889
	jeff.champagne@frontrange.com

	  Geemx Technologies
	Andrew Stevens
	( 217 ) 000-1811
	andrews.steve@gmx.com

	  Goal-Line Techs
	Roger Harris
	( 510 ) 395-7838
	rharris@goalinetechs.com

	  Gridscape Solutions, Inc.
	Vipul Gore
	( 510 ) 894-6030
	vipulgore@grid-scape.com

	  Grm Information Mgmt Services
	Jay Crider
	( 800 ) 932-3006
	jcrider@grmdocument.com

	  Health Decision Technologies, Llc
	George Reynolds
	( 920 ) 917-5226
	greynolds@healthdecisiontechnologies.com

	  Homeland Networks Corp.
	Ron Victor
	( 408 ) 316-3982
	rvictor@homelandnetworks.com

	Ibridge Technology
	Mary Frances Truebridge
	( 510 ) 440-8635
	maryfrances@ibridgetechnology.com

	  Infinet Systems
	Cecilia Lew
	( 510 ) 887-6868
	cecilia@infinetsystems.com

	  Inter-City Services Inc
	Mansour Id-Deen
	( 510 ) 655-3552
	middeen@hotmail.com

	  Ip Global Voice, Inc.
	Peter Geddis
	( 415 ) 976-3601
	pgeddis@xiptel.com

	  Is Inc
	Janice Crawford
	( 800 ) 877-1707
	janice@isinc.com

	  Jeskell, Inc.
	Rakesh Shah
	( 510 ) 795-7222
	rshah@jeskell.com

	  John Eric Henry Dba Strategic Ems Consulting
	John Eric Henry
	( 510 ) 654-2195
	johneric.semsc@gmail.com

	  Kovarus Technology Solutions
	Cate Taylor
	( 510 ) 596-8100
	ctaylor@kovarus.com

	  Kpeti Systems, Inc.
	Donald Williams
	( 510 ) 471-5953
	donald.williams@kpeti.com

	  Kutir Coporation
	Gerry Ignatius
	( 510 ) 870-0227
	gerald@kutirtech.com

	  Lanlogic Inc
	Wilma Smith
	( 925 ) 273-2307
	wilma@lanlogic.com

	  Lba Networking Inc.
	Leo Bletnitsky
	( 510 ) 251-2200
	leob@lbanetwork.com

	  Lodestar Support Services
	Aquino Derrick
	( 510 ) 552-3758
	daaquino@sbcglobal.net

	  Logicalis, Inc.
	Vincent Tsai
	( 408 ) 879-2623
	vincent.tsai@us.logicalis.com

	  Lucent Technologies
	Claudine Strange
	( 510 ) 475-5055
	crstrange@lucent.com

	  Magenic Technologies, Inc.
	Paul Fridman
	( 510 ) 208-6500
	paulf@magenic.com

	  Magma Consulting
	Walter Fitzpatrick
	( 925 ) 469-6666
	walterf@magmac.com

	  Mcdowell Consulting Inc.
	Rebecca Mcdowell
	( 510 ) 568-9020
	rebecca@mcdowellconsult.net

	  Midrange Computer Solutions
	Tim Shalk
	( 925 ) 484-2420
	tshalk@m-c-s.com

	  Millennium Franchise Group Llc Dba Hacking Solutions
	Tony Beaman
	( 510 ) 454-9955
	tbeaman@hackingsolutions.com

	  Mira Solutions Inc
	Steve Wang
	( 510 ) 487-9688
	steve.wang@mirasolutions.com

	  Mis Consulting Group
	Fred Perez
	( 925 ) 200-1381
	fred@mis-consulting.net

	  Mission Critical 24/7
	Eric Buskirk
	( 510 ) 352-7300
	ebuskirk@mc247.com

	  Monster It
	Ron Hart
	( 510 ) 709-5515
	ron.hart@monsterit.com

	  Mortimer Smythe Llc
	Ethan Jones
	( 510 ) 808-5140
	ethan@mortimersmythe.com

	  Navigator Networks Llc
	Clifford Roberts
	( 510 ) 506-0407
	cliff@navigatornetworks.com

	  New Tech Solutions Inc
	Rajesh Patel
	( 510 ) 353-4070
	rajesh@ntsca.com

	  Nymbil Solutions
	David Gardner
	( 510 ) 659-1563
	scott@nymbil.com

	  Ojo Technology
	Angela Wong
	( 510 ) 249-9540
	awong@ojotech.com

	  Omkar Solutions Inc
	Prashant Jhanwar
	( 925 ) 922-3086
	prashant@omksolutions.com

	  Outformations Inc
	David Chilcott
	( 510 ) 655-7122
	drc@outformations.com

	  Oznet Systems, Inc.
	Anthony Ozogu
	( 626 ) 600-4050
	aozogu@oznetsystems.com

	  P3 Solutions Inc.
	Venkat Thotakura
	( 510 ) 344-3973
	vthotakura@p3si.net

	  Park Computer Systems Inc
	Rakesh Guliani
	( 510 ) 794-6835
	rakesh@parkcom.com

	  Pixel By Inch Llc
	Ryan Carnrick
	( 510 ) 629-0272
	ryan@pxidesign.com

	  Proactive Business Solutions
	Deedee Towery
	( 510 ) 302-0120
	dtowery@proactiveok.com

	  Profitsense Software
	Carl Mahon
	( 510 ) 562-2300
	carl@vintrex.com

	  Prokinetic Technology
	Chris Evans
	( 925 ) 245-1800
	cevans@prokinetic.com

	  Provista Software International Inc
	Marshall W Stukes Iii
	( 510 ) 794-1884
	marshall.stukes@provista.com

	  Quartet Systems Inc
	Skip Morehead
	( 925 ) 425-9520
	skip@quartetsystems.com

	  Red Door It Partners, Inc
	James Jeff
	( 916 ) 933-5933
	jeff@reddoorit.com

	  Rifluxyss Software Inc
	Robert Imazumi
	( 510 ) 429-8709
	i.robert@rifluxyss.com

	  S3 Technical Solutions, Inc.
	David Sloves
	( 510 ) 601-6156
	dsloves@s3ts.com

	  S3cc It Consulting
	Steve Strickland
	( 925 ) 989-6523
	steve@s3cc.net

	  Safety Dynamics Corporation
	John Sebastian
	( 510 ) 547-7656
	gov@safetydynamics.org

	  Sanjoy Consulting
	Sandra Reed
	( 510 ) 654-3553
	sjreed@sbcglobal.net

	  Sanveo Inc
	Sheema Javeed
	( 510 ) 770-1900
	sheema@sanveo.com

	  Serenity Info Tech Inc
	Srini Vangimalla
	( 925 ) 201-1165
	srini@serenityinfotech.com

	  Sigmaways Inc
	Prakash Sadasivam
	( 510 ) 713-7800
	prakash@sigmaways.com

	  Sqa Solution
	Fuad Mak
	( 415 ) 806-1846
	fuad@sqasolution.com

	  Stack Solutions Inc
	Joel Baldus
	( 925 ) 484-1801
	jbaldus@stacksolutions.com

	  Strategic Enterprise Solutions
	Sasha Froyland
	( 415 ) 655-1952
	sashafroyland@sesidw.com

	  Streamwrite Llc
	Mark Seeba
	( 510 ) 923-9210
	mseeba@streamwrite.com

	  Synergy Bussiness Innovation & Solutions, Inc.
	Sarkar Samidip
	( 703 ) 861-0368
	contracts@synergybis.com

	  Techit Solutions Llc
	Chris Angerame
	( 925 ) 961-8700
	cangerame@techitsolutions.com

	  Technecessities
	Scott Reimers
	( 925 ) 371-5083
	scott@technecessities.com

	  Technogration, Inc.
	Norman Roberts
	( 650 ) 793-0753
	norm.roberts@technogration.net

	  Technology Consultants Inc.
	Raviraj Pangal
	( 510 ) 440-8412
	ravi@techcons.net

	  Unicom Government Inc
	Stan Barnes
	( 510 ) 451-1218
	stan.barnes@unicomgov.com

	  Unisys Corp
	Ken Crocker
	( 925 ) 788-9150
	ken.crocker@unisys.com

	  Vinformax Systems Inc
	Muthukumar Srinivasan
	( 510 ) 512-8069
	muthukumar@vinformax.com

	Crowdstrike
	Brad Weinstein 
	 
	brad.weinstein@crowdstrike.com; sean.lane@crowdstrike.com

	Cylance
	Sean Heyboer 
	 
	sheyboer@cylance.com

	Carbon Black 
	Brenda Johnson 
	 
	brenda.johnson@carbonblack.com

	Microsoft
	Chris Conner
	(415) 640-3052
	Chris.Conner@Microsoft.com

	Lanlogic Inc
	Antonio Valez
	925-273-2327
	avaldez@lanlogic.com

	Microsoft
	Chris Conner
	415-640-3052
	chris.conner@microsoft.com

	NTT
	Am. Karra
	650-567-3003
	murphy.karra@global.ntt

	NTT,LTD
	Michael McCasland
	(305) 988-6712
	michael.mccasland@global.ntt

	LanLogic
	Antonio Valdez
	(408) 667-2884
	avaldez@lanlogic.com

	Palo Alto Networks
	Ethan Lu
	(408) 660-5598
	etlu@paloaltonetworks.com

	Folstra
	Kemi Aladegbami
	(510) 838-6920
	kemi@folstra.com

	Palo Alto Networks
	Jana Penfield
	(415) 310-2660
	jpenfield@paloaltonetworks.com

	Digital Scepter
	Jon Robinson
	949) 342-6765‬
	jon@digitalscepter.com

	Palo Alto Networks
	Angelo Di Carlo
	(408) 515-9415
	adicarlo@paloaltonetworks.com

	Dell
	Trevor Azavedo
	503-830-3427
	trevor_azavedo@dell.com
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